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DATA TRANSFER POLICY IN ACCORDANCE WITH THE
PERSONAL DATA PROTECTION LAW IN COTE D’IVOIRE

Article 1: Purpose
This Data Transfer Policy is intended to define the conditions and procedures for the transfer
of personal data collected by CIMPOR CI to third countries.

Article 2: Scope of Application
This Policy applies to all personal data collected by the Company, including data collected
through its website, mobile applications, contact forms, and other communication channels.

Article 3: Definitions

e Personal Data: Any information relating to an identified or identifiable natural
person.

e Third Country: Any country that is not a member of the West African Economic and
Monetary Union (WAEMU/UEMOA).

o Data Transfer: Any communication of personal data to a recipient located in a third
country.

Article 4: Principles Governing Data Transfers

The Company only transfers personal data to a third country if one of the following conditions
is met:
* The third country provides an adequate level of protection of personal data.
* The transfer is made to a recipient that has implemented appropriate technical and
organizational =~ measures to  ensure the  protection of  personal  data.
* The transfer is necessary for the performance of a contract between the Company and the data
subject, or for the implementation of pre-contractual measures taken at the request of the data
subject.

» The transfer is necessary for important public interest reasons, or for the establishment,
exercise, or defense of a legal claim.

Article 5: Security Measures

The Company undertakes to implement all necessary technical and organizational measures to
ensure the security of personal data transferred to a third country.

These measures include, in particular:

* The implementation of standard contractual clauses approved by the
Telecommunications/ICT Regulatory Authority of Cote d’Ivoire (ARTCI).

* Conducting a risk assessment for each data transfer.
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* Implementing appropriate technical and organizational security measures at the recipient
level.

Article 6: Rights of Data Subjects

Data subjects have the right to access, rectify, delete, restrict the processing of, object to, and
request the portability of their personal data.

They may also withdraw their consent at any time.

To exercise their rights, data subjects may contact the Company by email at: dpo-
cimporci@cimpor.com

Article 7: Policy Amendments

The Company reserves the right to modify this Policy at any time.

Users will be informed of any modifications to the Policy by email or via a notice on the
Company’s website.

Article 8: Governing Law and Jurisdiction
This Policy is governed by Ivorian law.
In the event of a dispute, the Ivorian courts shall have exclusive jurisdiction.

Additional Resources

e Law No. 2013-450 of 19 June 2013 on the Protection of Personal Data in Cote d’Ivoire
* Website of the Telecommunications/ICT Regulatory Authority of Cote d’Ivoire (ARTCI)



